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1 Policy Statement

1.1 Queen Mary University of London (QMUL) networks and systems are an essential enabler to the day-to-day business of the organisation. The security of the networks is paramount to protecting the systems and data of QMUL. This document ensures that users are disconnected from QMUL network and systems after a period of inactivity to protect QMUL systems and data.

1.2 The policy aims to:

- Outline the expectations of network and system administrators
- Ensure the security and protection of QMUL data.
- Implement controls to safeguard the IT Network & QMUL Systems
- Outline roles & responsibilities
- Enhance communications

2 Scope

2.1 This policy is applicable to all QMUL central IT Network and systems, any device or application that connects to or uses the central IT Network and systems.

3 Policy Detail

3.1 QMUL centrally managed PCs, Laptops and workstations shall have password-enabled screen savers configured so that the screen contents are no longer visible and the device secured against unauthorised access after a defined period of inactivity.

3.2 Systems that are accessed using thin-client or web-based interfaces shall have session timeouts configured so that the session is automatically disconnected after a defined period of inactivity. The actual timeout periods will be agreed between the system owners and IT Services, or the department operating the system, according to the sensitivity of the data being accessed.

3.3 IT Services (ITS) will disconnect systems from the QMUL central network if they are posing a risk to other systems or information.
4 Process and Procedures

4.1 The associated processes and guidance documents can be found by visiting the IT Services webpage.

5 Monitoring

5.1 It is mandatory for anyone using or connecting to the central IT Network and systems to comply with the IT Policies and any associated procedures. Where non-compliance is identified, ITS will take appropriate action, which may result in the access to the central Network and systems being denied.

5.2 Where breaches of IT Security and or Policies are suspected or detected, they are to be reported to IT Security via the Service Desk.

5.3 The AD IT Operations, in conjunction with the Risk & Governance Manager, is responsible for the monitoring, revision and updating of this document.

6 Exceptions

6.1 In the event of an exception that is not addressed by this policy. The matter will be firstly referred to the IT Lead Team (ITLT) for a decision via the Assistant Director of IT Operations.

6.2 The ITLT will then make a decision or refer this to the IT Strategy Board (ITSB) for guidance.

7 References

- SOP DG21 – Disconnection from the System
## 8 Appendix A

### 8.1 Definitions

<table>
<thead>
<tr>
<th>Term</th>
<th>Meaning</th>
</tr>
</thead>
<tbody>
<tr>
<td>QMUL</td>
<td>Queen Mary University of London</td>
</tr>
<tr>
<td>JANET</td>
<td>Joint Academic Network, the organisation the provides QMUL with Internet connectivity</td>
</tr>
<tr>
<td>ITS</td>
<td>IT Services</td>
</tr>
<tr>
<td>Users:</td>
<td>All Students, Staff or otherwise authorised users of QMUL IT Systems and Services</td>
</tr>
<tr>
<td>BYOD</td>
<td>Bring Your Own Device refers to users using their own device (which is not owned or provided to you by QMUL) to access and store QMUL information, whether at the place of work or remotely, typically connecting to the QMUL’s Wireless Service.</td>
</tr>
<tr>
<td>Data Controller</td>
<td>The Data Controller is a person, group or organisation (in this case QMUL) who determines the purposes for which and the manner in which any personal data are, or are to be, processed.</td>
</tr>
<tr>
<td>User</td>
<td>A member of staff, enrolled student, contractor, visitor, or another (any other) person authorised to access and use QMUL’s systems.</td>
</tr>
<tr>
<td>ITLT</td>
<td>IT Lead Team – Team of Senior Managers consisting of the Assistant Directors of IT, Faculty Relationship Managers and Chaired by the IT Director.</td>
</tr>
<tr>
<td>ITSB</td>
<td>IT Strategy Board – Team of Executive Managers consisting of Vice Principals and the IT Director, who oversee the delivery of the IT Strategy.</td>
</tr>
<tr>
<td>Account Sponsor</td>
<td>Can be a line manager or person of authority that is responsible and accountable for an IT Account that has been issued.</td>
</tr>
</tbody>
</table>